
 
 

 

 

 

 
 
 
 
 
 
 
 
 
Policy Summary:   
 

Jackson College recognizes its responsibility to protect persons and property on college 
premises while maintaining student, visitor and employee privacy.  The College may 
install surveillance equipment, including but not limited to, cameras and software, in 
order to ensure employee/student/visitor safety and to gather usage data for the 
adequate and appropriate placement of computer equipment.  Students, employees and 
visitors are advised of cameras via signage posted on main entrance signs.    
 
 
Policy Statement:  
 

JC authorizes use of video surveillance in approved areas at all centers to promote the 
order, safety and security of students, visitors, employees and property.  Use of video 
surveillance shall be administered in a manner that assures privacy for all employees 
and students.   The use of video camera surveillance on college property is authorized 
as follows: 
 
1. The College shall notify its visitors, students and employees that video surveillance 

may occur on any college property.  The College shall incorporate notice in 

appropriate publications and signage. 

 
2. Specific use of video surveillance equipment and its designated location on College 

property shall be approved by the College President and supervised, controlled, and 

maintained by the Safety and Security Manager. 

 
3. The Safety and Security Manager coordinates the appropriate use, storage and 

destruction of video surveillance materials. 

 
4. The release of video recordings from surveillance equipment shall be available only 

with written authorization by the College President or Chief Operating Officer in the 
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instance of suspected criminal activity.  Designated video recordings shall only be 

released to appropriate legal authority.  The College may disclose information or 

communication to law enforcement or investigative authorities or to comply with 

Freedom of Information Act requests, without the authorization of the surveillance 

subject. 

 
5. Access to video recordings shall only be allowed with written authorization by the 

Safety and Security Manager, Chief Operating Officer or President.  

 
6. Evaluation and/or proceedings leading to corrective action and or discipline will 

follow employment contracts or stated student code of conduct, rights and 

responsibilities, and discipline procedures. 
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